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Background, Client Challenge and Solution Proposed

Client Challenge

Our client needed to conduct a study on

the cybersecurity market in KSA,
covering different segments from
cybersecurity education, to investments
in the sector, and cybersecurity local and
foreign providers.
The study aims to understand the:
v' Available cybersecurity
educational opportunities
v' R&D capabilities and efforts
v’ Attractiveness of CS industry for
investors
v’ Challenges and opportunities of
the KSA cybersecurity market for
local and foreign vendors
v’ The cybersecurity market size,
market players, growth potential,
products and services offerings,
talent and skills gap, and hiring and
retention pain points

A combined primary and secondary

Our Solution

research approach entailing:

e Conduct interviews with experts
who are engaged in each of the
covered segment in the study, in
collaboration with our third-party
provider

* Complement the interviews
outcome with secondary
research to validate the reported
information by experts

e Combine information extracted
from expert interviews and
secondary research to analyze
the sector specifications from the
perspective of different
stakeholders

A comprehensive report including in-

The outcome

depth analysis on cybersecurity
market in KSA :

v’ Available cybersecurity
educational offerings

v’ Cybersecurity labor market,
with the available local talent,
skills gap by seniority, hiring
process and timeline

v’ Type of investments and main
players in cybersecurity in KSA

v' Saudi market attractiveness and
pain points for local and foreign
cybersecurity providers

v’ Spending and available R&D
effort Cybersecurity product
and service offerings

v’ Cybersecurity market outlook in
KSA

Our expert:

Kholoud Azzazy

Business Research Manager

Reach out to our team
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https://share.hsforms.com/1fPo4B3J3SteAvEbF_mSoZwrlbc
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Deliverables and Client Testimonials

Academic offerings: efg’s cybersecurity-related academic offerings Spending on xxx is crucial for the sector's development and ability to

Demand for cybersecurity education: Number of cybersecurity students loealliaiesbetsacutity prodact:and semicesofisHings

Cybersecurity is offered In a specialized course within the Faculty of Computing and Information Technology

STEM related faculties in xxx University

Faculty of Sciences efg i Efg UniversityUniversity Xyz University

Faculty of Engineering

—— Faculty Faculty of computing
AEARSCI S e # of accepted students® #of enrolled students*  * of enrolled studentsin the Faculty  y of d #of #of College of
Faculty of technok of Computing and Information Computer and Information Sciences
Technology

BRy S e 10% 5% . % - - xxx will thrive over the coming 3 years with more focus being directed towards xxx — considered the most
Faculty of . Studies % 2 5% ‘ 1% % - . \ ﬂg important xx in the digital field. Covid-19 raised the importance of xx due to the xxx xxx ...from the switch to
i remote work models. This pushed organizations to xx xx xx ...

Saudi Arabia gives hij postg studies in

Faculty of .. _Sciences Department
of
Faculty of Information - oo Main points
Faculty of Computing and Information Technology oy Technology = 9 . shaping the
¥ Cybersecurity education Is offered at [y % o ) % 2 future of R&D in

g Dachelor in L
Faculty of Applied .. Universityt hrough topi related courses. A

nformation Information cybersacurity-focused degree is not avallable o P tes Pl et cybersecurity
Technolagy - ¢ omas ) ost graduates

Efforts in cybersecurity need to be xxx, and not limited to the sectors of xxx xx. Saudi Arabia needs to
allocate more effort and funds to xx xx xx ..., to generate a xx for the country, instead of limiting the xx xx xx xx...

Faculty of
Faculty of ..

“30 courses

-- M ™
Thedgpand Informatian <
Faculty of Technalagy ~XXX XXX
- o e i
17 cunes appro e " ecen degrees/ degrees/
. "~ e co 0 certificates certificates

Cybersecurity students
0 students

Faculty of .. Sciences
related to STEM related to CS

' o issued every year issued every year
on average on average

18 extracted from § expert Interviews end validated through reference to the university /Institute’s officlal webaite

“Infomineo was able to commit to the hard deadline, “The team was flexible, responsive, transparent and
whereas other providers declined the work, seeing it showed smooth and open communication.”

as impossible to be delivered on the deadline.”

Associate Director (Client) Associate Director (Client)

infemineo
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